
Certified Cyber Security BASIC
SSF 1101 Cyber Security BASIC protects your business 
against the most common cyber threats. A certificate 
issued in accordance with this norm demonstrates that 
you take information security seriously and implement 
basic IT security within six different areas:

Computers and mobile units

Software and applications

Networks

External IT services
(e.g. cloud storage)

Authorisations

Training

En certifiering enligt PLUS-nivå visar dessutom att er 
organisation uppfyller kraven för en god kontroll över 
intern ledning och styrning av informationssäkerheten. 
Certifiering mot PLUS-nivå beräknas starta under 2019.

Certifieringen bidrar till att stärka förtroendet för 
organisationen, både från kunder, samarbetspartners 
och kravställare.
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Has solid control of its IT security.

Takes information security seriously.

Implements sound protection against the most common types of cyber threats.

Employs personnel who have undergone basic information security training.

Is in a position to protect personal data in accordance with the GDPR.

With Cyber Security BASIC, customers, cooperation partners and standards 
authorities will have greater confidence in your organisation.

Cyber Security BASIC demonstrates that your organisation:
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2 Complete the Client Declaration form to show 
that the requirements of the norm are met

3 We perform an assessment and follow-up 
on the responses

4 The correctness is formally confirmed by 
an authorised signatory of your organisation

5 The certificate is valid for 3 years – spot checks 
may be carried out during the period of validity

Apply for certification at kundportal.sbsc.se

These are the steps in certification:

If you want to know more about Cyber Security BASIC and the 
requirements to be met by your organisation in order to be certified, 
you can read more at sbsc.se/cybersecurity.
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